**BİLİŞİM SUÇLARI VE MÜCADELE (UZAKTAN ÖĞRETİM)**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Ö.No** | **Adı** | **Soyadı** | **Vize**  | **Final** |
| 208012708 | ELİF | DEMİRLİ | Zero Day Attack Prediction with Parameter Setting Using Bi DirectionRecurrent Neural Network in Cyber Security.Adeniji Oluwashola David | Enhancing Anomaly Based Intrusion Detection Techniques for Virtualization in Cloud Computing Using Machine LearningMuhammad Salman Taj | Türkiye’de Adli Bilişim, Siber Güvenlik, Bilişim Hukuku, Bilgi Güvenliği, Adli Bilimler, Lisans, Yüksek Lisans Eğitim Faaliyetleri |
| 208012712 | ADEM | DEMİRSOY | Security Protocols for Mobile Banking ApplicationHaifaa Alturkstani | Monitoring Real Job Lecture ActivitiesUsing Location Based Service and Android Based DMS TEST Features | Penetrasyon Testi Ve Güvenlik Açığı Analizi |
| 208012714 | MUHAMMET ALİ | KÖKER | Privacy Protection Issues in BlockchainTechnologySeybou SAKHO | On Security Enhancement of the Internet of ThingsMaha Alqallaf | Nesnelerin İnternetinde Adli Bilişim  |
| 208012715 | FATMA | DURSUN | Mobile Device SecurityAmanda Zeqiri | Application of Role Based Technology for Database Intrusion DetectionOnwuama Theodora | Sosyal Ağlar Kullanım İstatistiği |
| 208012718 | HASAN | ZEREY | Electronic Mail SecurityAlya Qashqari | Detecting Botnet on IoT by Using UnsupervisedLearning TechniquesAmirhossein Rezaei | Veri Sıkıştırma Ve Veri Kurtarma |
| 208012723 | SAMET | YILMAZ | Digital Steganography in Computer ForensicsNawal Alsaidi | Forensic Detection of Digital Image TamperingUsing Statistical AnalysisMd. Zahurul Haque | Siber Saldırı Teknikleri |
| 208012730 | ÜMİT | KOLOĞLU | Desıgn Of Forensıc Metadata System To Support The Dıgıtal Investıgatıon ProcessesMoh. Subli | Internet of Things (IoT): A Basic Concept andAnalysis Security Issues | Adli Bilişim Süreç Modelleri  |
| 208012740 | CİHAT | EMLİK | Design and Implementation of a Multi-FunctionHome Automation System Based on Internet ofThings (IoT) | Investigating the Sources of Dissatisfaction with ERP SystemsMuhammad Awais Ali | Dünya’da Adli Bilişim, Siber Güvenlik ve Bilgi Güvenliği Eğitim Faaliyetleri |
| 208012745 | SABAHAT SONAY | AYNAZ | Trademark Image Retrieval System UsingIndexing TechniquesM. Taileb | Brute-Force Attack Prevention in Cloud Computing Using One-Time Password and Cryptographic Hash FunctionFolasade Ayankoya | Adli Bilişim Soruşturması |
| 208012747 | OĞUZHAN | AKKAYA | Ransomware: Attack, Human Impact andMitigationMaaz Ahmed | Comparison of four email classification algorithms using WEKA | Siber Güvenlik İçin Linux Temelleri |
| 208012756 | FATMA | GENÇ | CryptoQR System based on RSAHomam Reda El-Taj | Towards Clustering Technique for a Fault Tolerance Mobile Agent-Based System inWireless Sensor Networks | Adli Bilişim Yazılımları |
| 208012758 | TUFAN | AŞIK | Ramification Analysis Of Sql Injection Detectıon In Web Application | Identification of Risks and Threats Associated with SPI Programs in SMEs using PCA | ISO 27701 Kişisel Veri Yönetim Sistemi |
| 208012759 | HARUN | YALÇINKAYA | Mining Forensic Medicine Data for Crime Prediction | A Cancelable Biometric Based Security Protocol for Online Banking System | Ağ Bağlantısı Cihazlarını AnlamaNetwork SwitchesRoutersGatewaysNetwork BridgesWireless Network Connectivity Network Connectivity Device VulnerabilitiesNetwork Connectivity Device AttacksNetwork Connectivity DefenseNetwork Hardening |
| 208012761 | HASAN ESİNCAN | BALİBEYOĞLU | Detection of phishing websites using Machine Learning Techniques | Digital Forensics on Solid State Drive (SSD) with TRIM Feature Enabled and Deep Freeze Configuration Using Static Forensic Methods and ACPO Framework | DPI ( Deep Packet Inspection)  Teknolojisi Ve Hukuka Uygunluğu |
| 208012773 | FIRAT | UZUNHAN | An Improved Approach for Monitoring and Controlling of Flyovers And Bridges Using Internet of Things | IoT of Trust: Toward Ownership Management by Using Blockchain | Yapay Zekanın Hukuki Statüsü Ve Kişiliği |
| 208012780 | MERVE | BULUT | Emerging Trends in Software Testing Tools & Methodologies: A Review | Providing a security layer for Man-in-the Middle Attack in Fog Computing | Adli Bilişim Cihazları |
| 208012826 | AHMET HAMDİ | ATALAY | Continuous Mutual Authentication and DataSecurity | TACKLING CYBER THREATS: CYBERSECURITY MODEL FOR DEVELOPING COUNTRIES | Türkiye’de Siber Güvenliğe Yönelik Kamu Kurumların Faaliyetleri |
| 208012827 | VOLKAN | DEMİRCİ | COMPARATIVE ANALYSIS OF MALWARE DETECTION TECHNIQUES USING SIGNATURE, BEHAVIOUR AND HEURISTICS | Forensic Analizi Araçları |
| 218012802 | ÖMER MELİK | GÖKALP | Development of a Real-time Social Big DataAnalytics System using Topic Modeling | ON CYBER SECURITY AUDITING AWARENESS: CASEOF INFORMATION AND COMMUNICATIONTECHNOLOGY SECTOR | Big Data Ethics | Sosyal Medya Hesapları Şifre Güvenliğinin Önemi |
| 218012803 | FARUK | AYDOĞDU | Design Framework for Digital EvidenceAnalysis Using the Virtual Machine ForensicAnalysis & Recovery (VMFAR) Method | Internet of Things(IoT) Based Multilevel DrunkenDriving Detection and Prevention System UsingRaspberry Pi 3 | Analyse Security of the Disassociation Procedure in the IEEE 802.15.4 Standard | Yargıtay Kararları Işığında TCK 243'ü Oluşturan Eylemlerin İncelenmesi |
| 218012804 | CEM | KULAÇ | Wireless Charge Share Between Two Mobiles | Evaluation and optimization of Big Data processingin Cloud Computing | An Enhanced Keyword-Based Approach For NaturalLanguage Query Conversion To Structured QueryLanguage (Sql) Query | Elektronik Delilin Toplanması Ve Muhafazası |
| 218012806 | YUNUS EMRE | SAYAR | Deep SSL Inspection with Active Directory Integration | Improvements to Implementation Methodology for CC-IoT | An Efficient and Secured AODV Protocol against Black HoleAttacks on Wireless Sensor Networks | Siber Güvenlik Araçları |
| 218012809 | ENES | KAPLAN | Advance Approach for Wormhole attack detection and prevention in VANET | Calibrated Clustering Algorithm for Mobile ad HocNetwork | A Secure Governmental Supported ServiceDistribution Model Using Identity-basedCryptography | Dünya’da Adli Bilişim, Siber Güvenlik Ve Bilgi Güvenliği Eğitim Faaliyetleri |
| 218012812 | EMİN | KINACI | Blockchain perspectives on privacy protection andinteractive network Assistance | A Study: The Future of the Internet ofThings and its Home Applications | A Comparative Study of Big Data Frameworks |  |
| 218012815 | ALİ | ASLAN | A Stacked Generalization Ensemble Approach for Improved Intrusion Detection | A Survey on Cloud Computing Security –Challenges and Trust Issues | Botnet Fingerprint Using Bro-IDS | SIEM Üzerinde Saldırı Tespit Ve Aksiyon Senaryoları |
| 218012821 | ÖZKAN | CANPOLAT | Development RSA for security passwords basedon three-dimensional functions chaotic | Implementation and Analysis of the 6LoWPAN forthe Internet of Things Applications: Future Networks | Multi-class Sentiment Analysis on Twitter |  |
| 218012826 | ERHAN | DEMİRCAN | Penetration Testing using Albanian Websites | To study and analyse the impact of WHAS (Wi fi Home Automation system) using the concepts of IoT and also study the applications of IoT | Vulnerabilities in Android Apps Permissions |  |
| 218012833 | AHMET | AYBEYAZ | Cloud Security. Critical analysis | Selecting Prominent API Calls and Labeling Malicious Samples for Effective Malware Family Classification | Siber Saldırı Önlemleri |
| 218012834 | SİNAN | DURMAZ | Network Traffic Analysis Based IoT BotnetDetection Using Honeynet Data ApplyingClassification Techniques | A modern agricultural model based on IoT and fog-cloud computing algorithm | Gerçek Zamanlı Siber Tehdit Algılama ve Azaltma |